Dada Alodeito
Austin, Texas 78754
 (757) 774-3200
nadege4ndd@gmail.com

Personal Objectives
10 years’ working experience in information security, governance, risk management, auditing, and compliance. I am seeking for an IT Security/ information security Analyst opportunity in an environment where I can contribute to build a stronger team, learn, grow, develop, and support the information systems and provide support to the organization with focus on the information systems security and provide Information Assurance.

Skill Profile
· Experience in information security Risk Management in public and private sectors with extensive work experience in operational policy and procedures.
· Knowledge and experience with the Risk Management Framework (RMF), Risk Assessment, Assessment and Authorization, Authority to Operate (ATO), Security Control Assessments (SCA), Security Assessment Reports (SAR), Plan of Action and Milestones (POAM) and Vulnerability Management.
· Experience in working with GRC tool. 
· Knowledge and experience in IT Security including access controls, logging/monitoring, and software.
· Experience with IT Risk Assessments, 3rd party/Vendor security control assessment and IT Auditing.
· Proficiency in assessing security controls based on cybersecurity principles and tenets. (e.g., NIST SP 800-53, Cybersecurity Framework, etc.).
·   Knowledge of cybersecurity and privacy principles and organizational requirements (relevant    to     confidentiality, integrity, availability, authentication, non-repudiation).
· Experience in performing security assessment on internal hosted applications.
· Working Knowledge in security and compliance framework (NIST800, HIPPA, HITRUST, RMF, PCI DSS, FedRAMP, ITGC, SOX, GDPR, ISO 27001/2, SSAE SOC Audits, SaaS, CCPA, etc.), IT Security Audits and Remediation.




Professional Experience
Intec Logic Global, Houston, TX
Information Security Analyst                                                                              January 2020 – Present
· Performed Security Risk assessment for internal hosted application.
· Determine the baseline IT Security requirements for IT Systems, diagram system authorization boundaries, determine system categorization based on FIPS-199.
· Developed Security Assessment Report (SAR) detailing the results of the assessment along with Plan of Action and Milestones (POA&M).
· Review and update Privacy documents, Threshold Analysis and Privacy Impact Assessment (PIA), Security Assessment Reports (SARs), Privacy Threshold Assessments (PTA).
· Supported in developing and implementing a program to manage all aspects of compliance with the various regulations governing FISMA and any requirements from NIST.
· Investigated, documented, and escalated security issues to the appropriate Stakeholders.
· Reviewed, analyzed and documented scan results and ensure immediate remediation of critical and high vulnerabilities via emergency change request.
· Worked with management and compliance leaders to assure security programs are following security regulations and policies to minimize or eliminate risk and audit findings.
· Conducted security authorization and assessment following the line with NIST guidance and directives.
· Identified security risks, threats and vulnerabilities of networks/systems/applications.
· Planned and coordinated meetings with related ISSO to discuss and come up with the best approaches and solutions to remediate system weaknesses and security deficiencies identified during assessment and documented in POA&M.
Navy Federal, Round Rock ,TX  	 
Security Analyst (Contractor)​                                                              October 2017 - July 2020 
· Conducted security control assessment to assess the adequacy of management, operational, privacy, and technical security controls implemented.
· Performed management, and monitoring of risks. 
· Collect the scope of protection and identifies the information types that the system process, store, or transmit.
· Conducted security tests and evaluations (ST&Es) guided by NIST SP 800-53A.
· Developed, reviewed, and evaluated System Security Plan based on NIST. 
· Maintained Security Assessment and Authorization (SA&A) documentation in line with company, industry, and national standards.
· Coordinated and follow up area specific subject matter across GRC to collection and gather information.
· Conducted follow up meetings to assist information system owners to close/remediate POA&M items.
· Developed Security Assessment Report (SAR) detailing the results of the assessment along with Plan of Action and Milestones (POA&M).
· Developed System Security Plans (SSP) to provide an overview of security control requirements in place and/or deficient.
· Developed and conducted ST&E (Security Test and Evaluation) according to NIST SP 800-53A and NIST SP 800-53R4.

Standard Parking Systems, Newark, NJ
IT Security Analyst (Contractor)                                                               January 2012 - November 2016
· Migrated data ensuring no incongruities between receiving system and version control.
· Examined data from multiple disparate sources with the goal of providing new insight.
· Provided technical support to customers who need assistance utilizing client-level hardware and software in accordance with established or approved organizational process components.
· Monitored, reported and educated staff on system security and Privacy compliance.
· Secondary and primary research on the machines that we’re giving to the residents.
· Provided a security review of system documentation, audit logs, rule set and configuration to validate policy compliance.
· Installed, configured, troubleshoot, and maintained hardware and software, and administers system accounts.
· Reviewed and Analyzed reports of third parties and Data Center.

Education

· Bachelor’s Degree 
· Master’s in Information Security and Assurance, in Process


Other Professional Skills

· Strong time management skills and ability to prioritize and work on multiple tasks 
· Highly organized, Ability to analyze issues and resolve issues with creative solutions 
· Proficiency in Microsoft Word, Excel, PowerPoint, and SharePoint 
· Experience working in Financial Services and other corporate organizations
· Excellent communication skills and fluent in English and French. 


Certification
· Security+ (candidate)
· CISSP (candidate)                                              
